**Deify Helman Key Exchange Algorithm**

Approach : Let’s Assume that Alice and Bob are going to communicate now to implement the approach the first thing that we need to do is declare all the variables that we are going to use in the code but for declaration we need to use the datatype as (**long long int ) or (bigint)** for that we need to include their libraries . The reason to use these libraries is to make it more infeasible for outsider to determine the number which will make it harder to break the encryption.

The approach will be executed sequentially which will be as follows.

1. At first, we need to declare and define 2 prime numbers by taking two variables we will do that .
2. Then after that we need to declare and define two private keys variables for Alice and Bob respectively.
3. After that we need to compute the public key values for that we need to use this formula ![](data:image/png;base64,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) where the prime number and the private key of Alice will be required to calculate x
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6. If the value of ka = kb then we can say that Diffie Helman key Exchange Algorithm was implemented successfully.
7. The communication , or information exchange can be done once both the secret key matches.